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Executive Summary

PURPOSE
The purpose of this Memorandum of Agreement is to create a legally binding relationship between the US Department of Transportation’s Bureau of Transportation Statistics (BTS) and individual operators, drilling contractors, and service providers (collectively, the “Participants”) operating on the Outer Continental Shelf.  The goal of creating these binding relationships is to harness the collective expertise, experience, and knowledge of the Participants, and the independence and statistical capability of BTS in the collection, analysis, and sharing of statistical reports for the identification of potential areas for improved operational and safety focus by Participants.

BTS expects to enter into an identical version of this Agreement with each of the Participants (except Appendices A and B, which specifies the data to be provided and the format and manner in which it will be transmitted to BTS by each individual Participant).  The Agreements are structured in a manner that ensures each Participant the opportunity to appoint at least one individual to confidentially participate on either the Data Review Team or the Disclosure Review Team, or both, and the Agreement guarantees that statistical analysis and aggregate results are made available to all Participants.

This joint data reporting, collection, and analysis effort may be referred to as the SafeOCS program, or simply “SafeOCS”.


PARTIES
FEDERAL AGENCY:	The Bureau of Transportation Statistics
The US Department of Transportation
Washington, D.C.

PARTICIPANT:		[Participant Name]
				[Participant Address: City. State]
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MEMORANDUM OF AGREEMENT
BETWEEN
THE BUREAU OF TRANSPORTATION STATISTICS
U.S. DEPARTMENT OF TRANSPORTATION
&
[Participant Name]


1. PARTIES
This legally binding Memorandum of Agreement (the “MOA”) is entered into by the Bureau of Transportation Statistics (“BTS”), an office within the U.S. Department of Transportation, and [participant name], a [corporation / limited liability company, etc.], with their primary offices at [physical address] (“[short name]” or “Participant”).
	
This MOA is based on a mutual interest to collect and analyze precursor information to determine statistically significant indicators of potential problems suited to risk reduction measures. The Parties will work together in the spirit of cooperation and open communications, consistent with law. 

The U.S. Department of Transportation’s mission is to serve the United States by ensuring a fast, safe, efficient, accessible and convenient transportation system that meets our vital national interests and enhances the quality of life of the American people, today and into the future.  BTS’ mission is to serve as the leading source of timely, accurate, and reliable information on the U.S. transportation systems used for moving people and goods, and on their impacts on the economy, society and the environment.

[Short name for participant] is [description of participant].

2. LEGAL AUTHORITIES
Section 6306 of the Moving Ahead for Progress in the 21st Century Act (MAP-21) (Public Law 112-141) authorizes the BTS Director to enter into agreements with Federal, State, local, or private agencies for the purposes of data collection and analysis.  

The Confidential Information Protection and Statistical Efficiency Act, ("CIPSEA"), is a United States federal law enacted in 2002 as Title V of the E-Government Act of 2002 (Public Law 107–347, 116 Stat. 2899).  CIPSEA establishes uniform confidentiality protections for information collected for statistical purposes[footnoteRef:1] by U.S. statistical agencies. [1:  “CIPSEA defines a statistical purpose to include the description, estimation, or analysis of the characteristics of groups, without identifying the individuals or organizations that comprise such groups and includes the development, implementation, or maintenance of methods, technical or administrative procedures, or information resources that support the above purposes.”  See Implementation Guidance for Title V of the E-Government Act, Confidential Information Protection and Statistical Efficiency Act of 2002 (CIPSEA), 72 Fed. Reg. 33.362 at 33.367 (June 15, 2007).] 


3. BACKGROUND
During operations on the Outer Continental Shelf (“OCS”)[footnoteRef:2] oil and gas exploration, development, and production industry experiences a relatively small number of incidents from which to learn about risks and gaps in risk analysis. [2:  “Outer Continental Shelf (OCS)” means all submerged land lying seaward and outside of the area of lands beneath navigable waters as defined in Section 2 of the Submerged Lands Act (43 USC 1301) whose subsoil and seabed appertain to the United States and are subject to its jurisdiction and control.  30 C.F.R. 250.105.] 


Frequently, it can be difficult to separate transportation-related activities from other activities and operations on the OCS because transportation can play both a direct and indirect role in these operations.  Therefore, any operational and safety related data, whether they are directly transportation-related, should be evaluated as a whole. Otherwise, potentially relevant patterns may be overlooked.

Risk management's purpose is to identify potential problems before they occur so that risk reduction measures can be planned and invoked as needed to address adverse impacts over the lifecycle of the operations. The occurrence of safety incidents can potentially be prevented and their impacts can be reduced by analyzing precursor information, near miss information, and other safety data.  Nearly all operational accidents and safety-related incidents are preceded by a chain of events, circumstances related to compromised safety limits and their support systems. If these chains of events or circumstances were altered, then accidents and safety incidents could be prevented.

In many cases, oil and gas companies are aware of precursor information, near miss information, and/or safety-related information on similar operations that take place onshore, and other safety data through their own data collection efforts. This data potentially can be used to prevent future adverse events and mishaps.

Several factors have impeded open sharing of precursor information within the industry, one of which is concerns about confidentiality. Confidential safety reporting programs such as SafeOCS address these concerns about confidentiality and non-disclosure as well as the necessity for the de-identification of data and added protection from indirect identification.

The reporting effort will adhere to the following key elements:
· The purpose of this effort is to identify risks to personnel, the environment, property and other resources related to offshore oil and gas operations, including transportation and other activities that support these operations;
· Participation by individuals and companies is entirely voluntary;
· All submitted data shall remain confidential;
· Use of all collected data shall be for statistical purposes only; and
· Voluntarily submitted data will not be used or shared by BTS for punitive purposes.

4. CONFIDENTIAL INFORMATION PROTECTION & STATISTICAL EFFICIENCY ACT
The Confidential Information Protection and Statistical Efficiency Act (“CIPSEA”), enacted as Title V of the E-Government Act of 2002 (Pub. L. 107-347, 116 Stat. 2899, 44 U.S.C. § 101), establishes uniform confidentiality provisions for information collected for statistical purposes by U.S. statistical agencies.  The purposes of CIPSEA are:
i. to ensure that information supplied by individuals or organizations to an agency for statistical purposes under a pledge of confidentiality is used exclusively for statistical purposes;
ii. to ensure that individuals or organizations who supply information under a pledge of confidentiality to an agency for a statistical purpose will neither have that information disclosed in identifiable form to anyone not authorized to see it nor have that information used for any purpose other than a statistical purpose; and
iii. to safeguard the confidentiality of individually identifiable information acquired under a pledge of confidentiality for statistical purposes by controlling access to, and the uses made of, such information.

In undertaking efforts to obtain information for a statistical purpose under CIPSEA, an agency may designate agents to perform statistical activities on their behalf.  Such agents, to include any approved Participant nominees for the Data Review Team and the Disclosure Review Team, must take and subscribe an oath of office or swear to observe the limitations of section 512 of the CIPSEA provisions.  Further, such agents must undertake confidentiality training and sign a binding non-disclosure agreement (see attached Appendix C).  Any knowing or willful disclosure of information protected under the provisions of CIPSEA in any manner to a person or organization, including Participant, not entitled to receive such information is considered a class E felony and may result in imprisonment for not more than 5 years, a fine of not more than $250,000, or both for the disclosing party.

5. RESPONSIBILITIES AND OBLIGATIONS OF THE PARTIES
The parties to this MOA hereby agree as follows:

Participant 
· Participant will, on a voluntary basis, submit confidential data on operation and safety related incidents and near misses to BTS, including a minimum expected set of core data for each incident reported, for statistical analysis through a secure hosting environment.  The manner and format for such submissions by Participant shall be consistent with guidance stipulated in Appendices A and B of this MOA, and approved and agreed to by BTS.
· Participant may nominate a plurality of subject matter experts (SMEs) to participate in a pool of potential members of a Data Review Team.  All such SME nominees must be reviewed and approved by the SafeOCS Program Manager.  Approved SME nominees will serve as BTS agents, as such term is defined in the provisions of CIPSEA, subject to the confidentiality and other provisions of CIPSEA, including the requirement for confidentiality training and the execution of a non-disclosure agreement.  Violations of the confidentiality provisions of CIPSEA are a federal criminal offense and are personal to the individual approved BTS agent.
· Participant may nominate at least one representative to participate as a part of a Disclosure Review Team.  All such nominees must be reviewed and approved by the SafeOCS Program Manager.  All nominees will serve as BTS agents, as such term is defined in the provisions of CIPSEA, subject to the confidentiality and other provisions of CIPSEA, including the requirement for confidentiality training and the execution of a non-disclosure agreement.  Violations of the confidentiality provisions of CIPSEA are a federal criminal offense and are personal to the individual approved BTS agent.

BTS
· BTS will develop and implement a database system and a secure hosting environment to support and manage a database of information provided by Participant and others.
· BTS will collect confidential data submitted by Participant, other companies, and individuals solely for statistical analysis as detailed in this MOA.
· BTS will protect the confidentiality of the data submitted under its own confidentiality statute (49 U.S.C. 6307(b)), and CIPSEA.
· BTS will establish and lead (as needed) Data Review Teams, to include employees of BTS and such relevant subject matter experts as are selected from the larger pool of accepted Data Review Team nominees to provide additional information and context to BTS’ fuller understanding of emerging safety concerns identified through the initial analysis of the submitted confidential data.  In addition to providing BTS a fuller understanding of such areas of concern, each Data Review Team will develop a report highlighting:
i. the emerging safety concern discussed; and
ii. a summary of the discussion of such emerging safety concern.
A copy of such report will be provided to all data contributors.
· As deemed necessary, BTS may follow up a meeting of a Data Review Team by submitting a survey instrument to each of the team members with the provision for individualized recommendations of additional data fields to be collected for a closer analysis of the specific operational and/or safety area of interest discussed during such Data Review Team’s meeting. 
· BTS will establish and lead a Disclosure Review Team, to include employees of BTS and such individuals as are nominated by Participant and approved by the SafeOCS Program Manager, and other data contributors.  The Disclosure Review Team will review all final documents prior to dissemination.  The Disclosure Review Team will ensure that the identity of individuals and data contributors are protected from direct and indirect disclosure.  Based on the Disclosure Review Team’s discussion of each document, the final determination of whether to disclose a document will be at the sole discretion of the BTS Confidentiality Officer;
· BTS will develop user interface tools to provide Participant secure access to its own data; and
· BTS will develop online analytical tools to allow Participant to conduct its own analysis of all data residing in the secure database, without disclosing incident specific or data contributor identifiable information. 

6. COMMUNICATIONS
BTS will recognize Participant as a “partner” for this effort by crediting Participant by name in any press or publicity that is related to the effort and which mentions all of BTS’s other “partners” in this effort.  The Parties will collectively coordinate all publicity and press during this effort.  Both parties to this MOA will exert their best efforts to obtain prior approval from the other party for the use of any descriptive language describing the other party in a press release or other written public statement.

Other than the transfer of data as described in Appendices A and B, all official communications (i.e., notices, communications, and coordination) shall be directed as follows: 

		Bureau of Transportation Statistics: 
Bureau of Transportation Statistics
United States Department of Transportation
		Attn:  Demetra Collia
1200 Jersey Ave SE, Washington DC 20590
Room E36-302
(202) 366-1610
	
[Participant’s Name]:
[Participants full name]
	Attn: [A Specific Point of Contact]
	Participant’s address
	Participant’s POC phone number

7. FINANCIAL RESPONSIBILITIES
This MOA is not a financial or funding obligation document or any commitment of funding by either party. Each party will directly fund its own participation under this MOA and this effort.  Any activity that involves payment for services related to this MOA will be reflected in an appropriate funding document according to applicable rules and regulations of the party providing the funds.  All activities by the BTS under or pursuant to this MOA are subject to the availability of federally appropriated funds, and the parties intend that no provision of this MOA will be interpreted to require obligation or payment of funds by any party.

8. DISPUTE RESOLUTION
In the event of any dispute, question, or disagreement arising out of or relating to this MOA or the breach thereof, the parties hereto shall first use their best efforts to settle such disputes, claims, questions, or disagreement.  To this effect, they shall consult and negotiate with each other, in good faith and, recognizing their mutual interests, attempt to reach a just and equitable solution satisfactory to both parties.  The parties agree and stipulate that this MOA shall be governed by and construed under the laws of the United States

9. TERMS OF AGREEMENT AND RIGHT OF TERMINATION
This MOA will take effect at the time of execution and will remain in effect until either party gives written notice to terminate this MOA or until this MOA is expressly superseded with another agreement signed by both parties. 

Either party may terminate this MOA upon thirty (30) days written notice to the other party, without liability at any time and for any reason.  As part of its termination of this MOA, Participant must inform BTS either to return all data submitted by Participant or to destroy such submitted data, or if it is willing to allow all submitted data to remain a part of the SafeOCS database.  If Participant agrees to allow its submitted data to remain a part of the SafeOCS database, such indication will be binding on Participant.  Should Participant instruct BTS to destroy its data, BTS will provide a certification to Participant of the destruction of such data.  All provisions relating to protection of information shall survive termination of this MOA, and including, without limitation, Article 4.

Both parties to this MOA shall comply with all applicable laws and regulations in its performance.  

10.	SIGNATORY AUTHORITY, MODIFICATION, AND RELATIONSHIP OF PARTIES
The signatories to this MOA represent that they have the authority to enter into this MOA on behalf of their respective organization.

Any modification to this MOA must be executed in writing and signed by an authorized representative of each party.

This MOA does not give either party any authority to act on behalf of or to obligate any funds to be expended by the other party.  This MOA may not be assigned by either party.  The parties do not intend this MOA to establish a partnership or other type of legal entity and this MOA does not create any rights in any third party. Nothing in this MOA shall be construed as superseding or interfering in any way with other agreements or contracts entered into either prior to or subsequent to the signing of this MOA, nor prevent either party from entering into similar agreements or contracts with other companies or organizations. 

By entering into this legally-binding MOA, BTS is confirming that Participant’s involvement under this MOA is not a gift from Participant to BTS or the U.S. Department of Transportation, and BTS’ participation in this effort is not an endorsement of Participant by BTS, the U.S. Department of Transportation, or the Department’s employees.  Participant acknowledges that it has no expectation of favorable treatment in pending or future matters, or expectation of other improper benefits from either BTS or the U.S. Department of Transportation because of its participation in this effort.

Executed by:

	
___________________________________				_______________
Patricia Hu                                                                                                 Date
Director
Bureau of Transportation Statistics



___________________________________				________________
[Participant’s Name]							Date
[Name of Signatory]
[Title of Signatory]


APPENDIX A

Data Transfer Protocol

[Participant’s Name] will transmit their data file to the Bureau of Transportation Statistics (BTS)via the secure data portal located on the SafeOCS ISD web site (www.safeocs.gov ). 



APPENDIX B

Record Layout and Metadata

[Participant’s Name] will submit operational and safety-related incident data using the data structure and fields as listed below.  

Minimum Expected Core Data Submissions
While submission of safety data to SafeOCS ISD is voluntary, each participant (as a minimum) is expected to provide the following core data fields to allow more effective data aggregation and analysis.  This is especially important for events where multiple submissions are possible by the same company, as well as when multiple companies may submit information on the same event (e.g., operator, drilling contractor, service contractor, construction contractor), as it will allow BTS to identify those incidences and merge the records to generate a more comprehensive event record.  Please note that all specific event identifier data are subject to CIPSEA protection and will not be shared with anyone outside of BTS or its agents. 

· Unique event identifier (if applicable)
· Event date and time
· Event type (i.e., event with consequences, event without consequences, unsafe actions)
· Event category (e.g., personal safety, dropped object, fire, LOPC, etc.)
· Event description
· Rig and/or platform identification
· Location
· Operator name (for submissions by non-operators)
· Asset type (production, rig, marine vessel, aviation, other)
· Causal factors (if applicable)

Voluntary Core Data Submissions (not all data fields may be populated for every event)

· Actual consequences (for events with consequences)
· Potential consequences (for event without consequences, if available)
· Process safety event (yes/no)
· Process safety tier level (as defined by IOGP 456)
· Operation type (general category of operation that was occurring at the time of the event)
· Primary activity type (specific activity that was being performed at time of event)
· Location on facility (specifically where on assert or facility that event occurred)
· Injury/illness classification (e.g., fatality, lost work, restricted work, medical treatment, first aid, non-treatment)
· Body part affected
· Injury type
· Fuel type (for fires and explosions)
· Source of ignition (for fires and explosions)
· Duration of fire (for fires and explosions)
· Material released (for loss of primary containment)
· Onsite vs. offsite (for loss of primary containment)
· Reporting volume (for loss of primary containment)
· Property or equipment damage (free text)
· Object dropped (free text)
· Causal factor narrative
· Event corrective actions

Notes:
1. If your company’s database does not include all of the core data fields noted above, please ensure (to the extent practicable) that this information is addressed in the event description.
2. Additional data fields may be submitted if they are already captured in your company’s database; there is no need to delete or redact those fields since all data transmitted to BTS is subject to CIPSEA protections.


APPENDIX C

See Next Page for Non-Disclosure Agreement
1
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Non-Disclosure Agreement and Bureau of Transportation Statistics
CIPSEA Training Certificate for Access to Confidential Data


The undersigned, _______________________, an approved nominee of ___________________ ____________________, (hereinafter referred to as “Agent”) hereby acknowledges and agrees to the following terms and conditions required for approval of their individual participation as a part of the Data Review Team / Disclosure Review Team (circle team(s) to which agent has been assigned) for the SafeOCS program.  

1. The Agent shall:
1. for all purposes and with regard to all information shared by the Bureau of Transportation Statistics (BTS), be considered an “agent” of the BTS for the SafeOCS program as the term is defined in the Confidential Information Protection and Statistical Efficiency Act (CIPSEA; Pub. L. 107-347, Title V, Section 502(2)) and in accordance with Section 512 of CIPSEA;
1. be restricted to performing exclusively statistical activities under the control of an officer or employee of the BTS; and
1. at all times protect from disclosure all information shared with him/her in accordance with the requirements of CIPSEA, which provides that any employee, contractor, or agent who willfully discloses confidential information in any manner to a person or agency (including his/her employer) not otherwise entitled to receive it, shall be guilty of a class E felony and imprisoned for not more than 5 years, or fined not more than $250,000, or both.

1. The Agent acknowledges that none of the above requirements conflicts with the Whistleblower Protection Enhancement Act of 2012 (WPEA) and that the provisions of this agreement are consistent with and do not supersede, conflict with or otherwise alter the Agent’s obligations, rights, or liabilities created by existing statute or Executive order relating to (1) classified information,  (2) communications to Congress, (3) the reporting to an Inspector General of a violation of any law, rule, or regulation, or mismanagement, a gross waste of funds, an abuse of authority, or a substantial and specific danger to public health or safety, or (4) any other whistleblower protection.  The definitions, requirements, obligations, rights, sanctions, and liabilities created by controlling Executive orders and statutory provisions are incorporated into this agreement and are controlling.

1. The Agent acknowledges that they shall be personally and solely responsible for any violation of the provisions of CIPSEA regarding the release of information gained as a member of a Data Review Team or the Disclosure Review Team (circle team(s) to which agent has been assigned), regardless of the recipient of such information, except as set forth in clause II of this Agreement.

1. Your signature below indicates that you have received confidentiality training and that you have carefully read and understand your obligations and responsibilities as an Agent of the BTS under CIPSEA.  You further acknowledge that if you violate the confidentiality provisions of CIPSEA Section 512 or make an unauthorized disclosure, you may be found guilty of a class E felony and can be imprisoned up to five years, and/or fined up to $250,000, or both.  You also understand that violations of information system security and practices may lead to immediate dismissal as an Agent of BTS, and civil or criminal prosecution.  


________________________________   	__________________________________ 
Print Name 					Signature

________________________________
Date of Confidentiality Training


Confidentiality Training Provided by:  Demetra Collia, BTS Confidentiality Officer    _______                 



1

